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Abstract:
Introduction of PowerShell utility in Windows was the beginning of a new series of cyber-attacks that leverage scripting languages and several obfuscation techniques with the fact that security products were at that time designed to skip system based tools from scanning. While fileless techniques were known for some time, they were never prevalent up to the moment PowerShell has become a part of all modern Windows OSs. These attack techniques are based on the usage of command line options available on PowerShell utility that allows for code execution without usage of a file that contain the actual code.

This talk will present how these types of attacks have evolved in terms of both features (from simple downloaders to OS loaders capabilities that can execute an entire binary in memory) and obfuscation techniques. The final part of this talk will present some ideas that can generally be used to identify such cases and are not limited to one scripting language.
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